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***
START OF 1st CHANGES

***
14.X
Services provided by NRF

14.X.1 General
NRF provides within Nnrf_OAuth2Auth services, which includes Nnrf_OAuth2Auth_AccessTokenGet (clause 13.4.1.1) and Nnrf_OAuth2Auth_AccessTokenAuthorization(clause 13.4.1.1) two service operation. 
The following table illustrates the security related services for OAuth 2.0 that NRF provides.

	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnrf_AccessToken
	Get
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF


The complete list of NRF services is defined in TS 23.501 [2], clause 7.2.6, and further refined in TS 23.502 [8], clause 5.2.7.
14.x.2
Nnrf_ AccessToken_Get Service Operation
Service Operation name: Nnrf_ AccessToken_Get.
Description: NF consumer request NRF to provide Access Token.
Known NF Consumers: AMF, SMF, PCF, NEF, NSSF, SMSF, and AUSF.
Inputs, Required: the NF Instance Id of the NF service consumer, expected NF service name(s), NF types of the expected NF producer instance and NF consumer.
Inputs, Optional: Home and serving PLMN IDs.
Outputs, Required: Access Token with appropriate claims, where the claims shall include NF Instance Id of NRF (issuer), NF Instance Id of the NF Service consumer (subject), NF type of the producers (audience), expected service name (scope) and expiration time (expiration).
Outputs, Optional: None.

***
END OF 1st CHANGE
***

